
～犯罪に巻き込まれないようにするポイント～

「電話で『お金』詐欺」

★「警察官を装った電話で『ニセ警察詐欺』」に要注意！

★「共連れ侵入」に要注意！

・冷静になって考え、家族や知り合いに相談する。
・警察などの公的機関に相談する。
・自宅の固定電話を在宅時も留守番電話に設定し、相手の声を確認してから電話に出る。

！現在、特に注意すべき犯罪紹介！

電話などの通信手段を使って、対面することなく被害者から
現金やキャッシュカード等をだまし取る犯罪です。

（詐欺の手口として家族や警察官、自治体職員等を装う事が多い。）

SNS型投資・ロマンス詐欺
SNSを通じて知り合った相手に恋愛感情や親近感を抱かせて、投資をもちかけるなど
して、金銭をだまし取る手口です。

子供や女性を狙った犯罪

「おかしい」「危ない」と思ったら迷わず、１１０番「おかしい」「危ない」と思ったら迷わず、１１０番

ストーカーや声掛け、つきまとい等、子供や女性を狙った犯罪が後を絶ちません。

住人がオートロックを解除し、マンションなどの建物の敷地内に
入るタイミングを狙って、その後ろについて侵入することです。

警察官をかたり「あなたの口座が犯罪に利用されており、あなたに容疑がかかっている。」「容疑
を晴らすため、あなたの口座内のお金を確認する必要がある。」等と電話をかけてきて、
SNSのビデオ通話に誘導し、ニセの逮捕状などを見せて被害者を信じ込ませて
金銭をだまし取る『ニセ警察詐欺』が多発しています。本物の警察は、ビデオ
通話で取り調べをしたり、逮捕状を見せたりすることは絶対にありません。

熊本県警察シンボルマスコット ゆっぴー

対策

・SNSで知り合った相手を容易に信用しない。
・SNS上の「絶対もうかる。」という話は詐欺だと知る。
・著名人などをかたる相手から投資のSNSグループに招待されたら詐欺だと知る。

対策

・周囲の人に SOS（危険）を発信するために、防犯ブザーを身につける。
・一人になるときは、周りや背後に注意を払う。（スマホやイヤホンを使いながら歩かない。）
・知らない人にはついていかない。
・明るく、人通りの多い道を選んで歩く。

対策

・警察官を名乗る電話は、一旦切って、自分で調べた警察の電話番号に
　かけ直しましょう！

お願い

・マンションのエレベーターや玄関のドアを開ける前に、不審者が
　ついてきていないか振り返り、確認しましょう！

お願い
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